Kaiser Permanente Cybersecurity Project - Meeting 1 Agenda:

**Participants:** Danae O’Connor, Noah Warren, Bailey Hughes, Vuong Tran, Debra Parcheta

**When:** 2:00pm on 9/10/2023

**Where:** <https://ucdenver.zoom.us/j/9681646314> Meeting ID: 968 164 6314

**What is being covered:**

Introductions:

Meeting each other.

What is your role at Kaiser Permanente? How long have you been in your current position?

Discussion on regular meeting times. When is everyone free for regular meetings?

Preferred contact and meeting methods.

The project:

What is the project?

What is the primary purpose of the product? What is the main problem we are trying to solve with this project?

Who is going to use the product and why?

What are the 3-5 main features or objectives of the project?

What singular feature is absolutely needed for the product to be used? (Finding priority of features. What will make this product good or what will make it unusable?)

From our knowledge Splunk and Mitre Attack are going to be used with Mitre being a source of potential attacks and their solutions while Splunk is to visualize the data. Could you provide more insight into how we will be using these tools?

Are you aware of any applications that provide similar functions? If so, what are they and what is the key difference(s) between this product and those existing applications?

Additional:

Is there anyone else we will be talking to or need to interact with?

Is there a GitHub already? (Seeing if we need to create one or if there is one already there.)

Are there programming language restrictions? Are Splunk and Mitre Attack our only tools or are there other things we might need?

How was Splunk used in other projects?

How updated do you want to be with the project?